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Abstract of the contribution:
This contribution proposes to add DSCP marking policy to the UE. The UE can use the DSCP to decide the QoS profile for the uplink packets.
Proposal

It was agreed in TR 23.799
10.2.4.
For QoS-aware applications that use DSCP marking to indicate the requested QoS in the IP packet, a packet filter including the DSCP marking in the QoS rules provided by the CN_CP may be used for the purpose of binding to a specific QoS marking
This agreement has not been incorporated into TS 23.501.

Proposal

It is proposed to agree the following changes.
*************** Start of changes *********************
A.3.1.3
UE Policy

A.3.1.3.1
General

The 5G core network shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. The structure and the content of this policy are specified in clause A.3.1.3.2.
2)
Route Selection Policies: These policies are used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The following policies are used for route selection:
2a)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.
2b)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SM-NSSAI..
2c)
DNN Selection Policy: This policy is used by the UE to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.
2d)
Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).

Editor's note:
It is FFS if the Route Selection Policies will be defined separately or if they could be grouped into a single policy. Clause A.3.1.3.3 shows an example of how these policies could be grouped.
3)
DSCP marking Policies: It is used by the UE to determine the DSCP marking that will apply to particular application traffic. The structure and the content of this policy are specified in clause A.3.1.3.x.
The SSCMSP and NSSP shall be provided from the PCF to the UE via the N1 interface.
Editor's note:
It is FFS regarding PCF interactions and if the SSCMSP and the NSSP policies are transported via SMF and AMF or AMF only.

Editor's note:
It is FFS if the size of the policy rules to be transferred and frequency of the rules update from the PCF to the UE would require additional transport options.
Editor's note:
It is FFS if part of the policies can be transferred via UDM.
Editor's note:
Whether the information for Local Area Data Network described in clause 5.6.5 is included as UE Policy Provisioning or not is FFS.
*************** End of 1st changes *********************
*************** Start of 2nd changes *********************
A.3.1.3.x
DSCP marking Policies
This clause shows an example of the DSCP Marking Policies (defined in clause A.3.1.3.1). The DSCP Marking Policy may include the following components:

-
Traffic filter: Information that can be compared against application data traffic and determine what is the appropriate DSCP marking that will be applied. It may also include application identifiers (OS Application IDs). The traffic that matches the traffic filter of a DSCP Marking Policy is referred to as the "matching traffic" for this DSCP Marking Policy.
-
DSCP marking info: Indicates the DSCP marking used in the IP packet for the matching traffic. 
Editor’s Note: It is FFS if a VPLMN can provide its own DSCP Marking Policies to a roaming UE. It is also FFS how the UE selects the DSCP Marking Policies to apply.
*************** End of 2nd changes *********************
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